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Introduction

1.1. What is the Purpose of this Document?

The purpose of this document is to describe how Risk Management will be performed on the Alpha project.  This document describes processes that will be used to identify, record, discuss and respond to project risks, and the roles and responsibilities of the people involved in the process.  The Risk Management Plan records our decisions about how risk will be managed and establishes a clear standard for our actions during the project.  

1.2. What is “Risk”?

A Risk is a potential event that, if it occurred would have a negative impact on the project schedule, scope, resources or quality.  When describing risks, it is helpful to think of them in the format:


If <potential event> occurred then <negative impact> would be a consequence.

1.3. What is “Risk Management”?

Risk Management is a set of processes concerned with conducting risk management planning, risk identification, risk analysis, response planning, and monitoring and control on a project.

The objective of Risk Management is to decrease the likelihood and consequential impact of events adverse to project objectives.

1.4. Who is Responsible for this Document?  

The Alpha Project Manager is responsible for the creation and maintenance of this document.  Team members with questions or suggestions regarding the document should direct them to the Project Manager.  This Risk Management Plan will be reviewed and approved by the Project Sponsor and no significant variation from these processes is authorized without the Sponsor’s explicit permission.

2. Alpha Project Risk Management

This Risk Management Plan was created as part of initial project management planning for the Alpha project.  It describes: 

· Processes to identify risks and then to analyze identified risks, develop risk responses, and record and communicate risk information; and

· Processes used during the project to monitor and control risks.

Managing project risk begins with identification.  Risk Identification occurs any time that we become aware of a potential event that might adversely impact the project.  The Alpha project will also proactively engage in Risk Identification sessions at least once per calendar quarter, beginning with the Risk Identification session conducted as part of project planning.  Once risks are identified, they are assigned to Alpha project team members for analysis and the development of recommended responses.  The Project Manager and the Sponsor will make the final determination about which responses are implemented.

As the project continues, identified risks are monitored to determine whether new information makes the risk more or less significant to the project.  Risk monitoring and control are accomplished on the Alpha project through periodic review of all identified risks that still pose a threat to the project.

2.1. Roles and Responsibilities

The Alpha project is an internal project to Acme Corporation.  This Risk Management Plan identifies four roles in Alpha Risk management.  Each of these roles is described below:

· Anyone Associated with the Project – This role is intended to broadly encompass all project staff, including project consultants, subcontractors, and suppliers and anyone from Acme Corporation familiar with the project.  Anyone associated with the project can participate in Risk Identification and is encouraged to notify the Project Manager promptly if he or she becomes aware of a potential event that could threaten project success.

· Risk Owner – A Risk Owner is a member of the Alpha project team designated by the Project Manager to coordinate the analysis of a specific risk.  The Risk Owner is responsible for assuring that the analysis is performed, documented, and the results are provided to the Project Manager in a timely manner.  While a risk is in Active status (being actively monitored, risk has not yet occurred), the Risk Owner is responsible for monitoring the risk and notifying the project manager if the risk occurs or if the Risk Owner believes the likelihood of the risk occurring has changed significantly since the analysis was performed.

· Project Manager – The Alpha Project Manager is responsible for initially receiving all risks identified, assuring that records of all identified risks are kept, assigning risks to a Risk Owner for analysis, reviewing the results of that analysis to develop response recommendations and presenting those recommendations to the Sponsor.  Once recommendations are agreed upon, the Project Manager is responsible for coordinating changes to project plans to implement responses.  The Project Manager is also responsible for assuring that risks are periodically reviewed to identify possible changes in the likelihood or impact of risks, and identification of new or changed responses.  Finally, the Project Manager is responsible for creation and maintenance of the Risk Management Plan.

· Project Sponsor – The Project Sponsor is responsible for executive decision-making on the Alpha project.  All projects have risks.  This Risk Management process will identify project risks and recommend how resources are allocated to deal with them.  Only the Sponsor has the authority to determine whether the responses planned for identified risks are sufficient.  The Sponsor will review and approve all proposed risk responses and any changes in risk responses.  The Sponsor will also participate in regular reviews for Priority 1 Risks.

2.2. Risk Identification

Risk Identification refers to the process for identifying threats to project success.  Risk Identification may occur at any time.  Anyone associated with the project may fill out a RISK FORM (See Appendix A) identifying a project threat and submit it to the Project Manager for consideration.  

Formal Risk identification sessions will occur at least once every calendar quarter until the project is closed.  The first session will be scheduled as part of initial project planning, and subsequent sessions will be included as part of any substantive re-planning effort.  The Project Manager may also convene sessions at any time he or she determines there may have been a change in project risks or in the project’s sensitivity to risk.  Risk identification sessions will be attended by the project manager, project team leaders, and other invited subject matter experts.  The purpose of these sessions is to brainstorm risk items that might negatively impact project goals.  The outcome of these sessions will be RISK FORMS for each risk that session participants decide to consider after discussion.  All complete RISK FORMS will be assigned a unique identifier (Risk ID) for tracking purposes and will be recorded and tracked in the project Risk Register.

2.3. Risk Register

The Risk Register is an accumulation of information about identified risks.  The following information will be recorded in the Risk Register for all identified risks:

· Risk ID,

· Date entered into register

· Risk description,

· Risk Owner, 

· Risk Priority,

· Current risk status, and 

· Date of next review 

All RISK FORMS and supplemental material will also be kept in the Risk Register.  For the Alpha Project, the Risk Register will be a binder kept in the Project Manager’s office.  

2.4. Risk Status

Risk Status will be used to indicate where a risk is in the risk management process.  All risks in the Risk Register will be in one of the following status states (see Appendix C for a simple process flow picture):

· Received Pending Analysis – RISK FORM has been received by the Project Manager but not yet assigned to a Risk Owner for analysis

· In Analysis – Risk is assigned to a Risk Owner for analysis.  The analysis has not yet been returned to the Project Manager

· PM Review – The analysis done by risk owner has been submitted and is being reviewed by the Project Manager

· Sponsor Review – The Project Manager has submitted recommendations for the risk to the Sponsor who is reviewing those recommendations.

· Active – The risk is being actively monitored.  The risk event has not occurred.  The sponsor has reviewed and approved recommended actions.  Preventive and mitigating actions deemed necessary have been put in place.   

· Event Occurred – This risk event has occurred, and the consequences are being actively managed.  This risk may become Closed once event actions have been transferred to the change & issue management processes.

· Closed – Risk is retained for audit or history purposes only, but is no longer believed relevant to the project.  This status would apply to risks that had been successfully avoided, or were combined with other risks.

No risk will ever be deleted from the risk register.  Risks that are created in error, consolidated with other risks, or subsequently determined not to be significant will be retained on the list in Closed status to provide an audit trail of these actions.

2.5. Risk Analysis

Risk Analysis is the process of evaluating risks to determine which should receive further attention and what responses are recommended.  The Project Manager will assign a Risk Owner to each Identified Risk.  The Risk Owner will coordinate the analysis effort and present the results to the Project Manager.  During Analysis, the Risk Owner is responsible for identifying and recommending:

· A rating for the likelihood that a risk event will occur (High, Medium, Low)

· A rating score for the impact that the risk might have on the project should it occur (High, Medium, Low)

· What warning signs might be monitored to detect/anticipate risk occurrence

· Possible responses to prevent or mitigate the risk

· Contingent actions that might be considered should the risk occur

The Project Manager is responsible for overseeing the efforts of Risk Owners and assuring that analysis is performed promptly and with appropriate detail.  The Risk Owner’s analysis will be stored in the Risk Register using the RISK FORM. 

2.6. Risk Response Planning

Risk Response Planning refers to activities performed to identify options and determine how the project team might respond to both the potential threat, and the actual threat should it materialize.  As a result of their analysis, Risk Owners may suggest several courses of action to the project manager to respond to a potential threat, including:

· Accept the Risk – Suggesting that a risk be accepted indicates that the Risk Owner believes no further action is warranted or possible at this time.  This suggests either that the risk is extremely unlikely to occur, that the expected impact to the project would be minimal, or that the Risk owner could not identify cost effective preventions, mitigations, or contingencies.  Risk Owners recommend risk acceptance when they believe the cost or consequence of risk response actions seem out of proportion to the threat, or they can’t identify appropriate responses.  Example: The cake ordered for a child’s birthday party might not be ready on time.  As Risk Owner you might suggest accepting this risk rather than investing resources to prevent, mitigate, or develop contingency plans.

· Preventive Actions – Preventive actions are changes to the project (new tasks, changed tasks, changes to staffing, changes to task sequence or schedule) that attempt to decrease the likelihood of a risk event occurring.  Example: Servicing a car before a long driving trip is a Preventative action that attempts to reduce the likelihood of a mechanical failure.  Risk Owners identify Preventive Actions when they believe the investment in prevention is justified by the reduction in the likelihood of the risk occurring.

· Mitigating Actions – Mitigating actions are changes to the project that attempt to decrease adverse impact if the risk does occur.  Mitigating actions sometimes include transferring a risk to another party.  Example: Joining the auto club before a long car trip and carrying a cell phone during the journey does not change the likelihood of mechanical failure, but may reduce the stress, costs, and delay that result if failure occurs.  Risk Owners identify Mitigating Actions when they believe the investment in Mitigation is justified by the reduced impact if the risk occurs.

· Contingent Actions – Contingent actions are recommended actions that would be taken only if a risk occurs or occurrence appears imminent.  Contingent actions are implemented when an agreed upon criteria called a “Trigger” are met which signify that a risk has occurred or occurrence is imminent.  Triggers and Contingent actions are defined together and usually represented as “If <trigger> then <action>”.  Example: If the risk is that adverse winter weather might make a driving trip from Sacramento to Reno too dangerous on January 15th, the trigger/contingency action might be: “If At 7:00am on January 15th if the California Highway Patrol does not list Interstate 80 between Sacramento and Reno as OPEN WITH NO RESTRICTIONS, then the road trip to the client meeting scheduled for January 15th will be cancelled.”  Risk Owners recommend Contingent Actions when they believe it would be prudent to anticipate the consequences of a risk occurring and invest the time and energy to have a plan in place for that eventuality.


All responses recommended by the Risk Owner will be documented and presented to the Project Manager.

2.7. Rating Risk Likelihood & Impact

To support project efforts to prioritize risks, Risk Owners will subjectively rate each risk on two dimensions, likelihood of occurrence and impact to the project if the risk were to occur.  These ratings are used to guide the frequency of re-assessing risks.  

Ratings for Risk Likelihood are:

· High – Risk is more than 50% likely to occur

· Medium – Risk is roughly 10%-50% likely to occur

· Low -
Risk is less than 10% likely to occur

Ratings for Risk Impact are:

· High – Risk event will surely and significantly compromise project scope, schedule, quality, and/or resources and may lead to project failure, serious injury/loss of life or destruction of property.

· Medium – Risk event will seriously impact project scope, schedule, quality or resources but is not likely to result in project failure, serious injury, or property harm.

· Low -
Risk event would be inconvenient and would likely put pressure on project scope, schedule, quality, or resources.  No substantial harm to persons or property is anticipated.

2.8. Risk Priority

Risk Priority is a subjective assessment to be assigned by the Project Manager and Sponsor.  The initial assessment of risk priority will default to a combination of the risk ratings assigned for Risk Likelihood and Risk Impact.  These ratings will be combined to assess risk priority as described on the following table:

	
	Impact = H
	Impact = M
	Impact = L

	Likelihood = H
	Priority = 1
	Priority = 1
	Priority = 2

	Likelihood = M
	Priority = 1
	Priority = 1
	Priority = 2

	Likelihood = L
	Priority = 2
	Priority = 2
	Priority = 3


2.9. Risk Monitoring & Control

Risk Monitoring and Control refers to the ongoing processes and activities required to: 

· Monitor early warning indicators of identified risks to determine if the likelihood or severity profile of the risk has changed, 

· Determine whether or not an identified risk has occurred or is imminent,

· Monitor the status of mitigation strategies, and

· Perform periodic re-assessment of risks and identification of new risks.

Risk Owners are responsible for monitoring Active risks they own and reporting any perceived change in the likelihood or impact of the risk to the project manager.

All Risks in the Risk Register will be reviewed on a regular basis during the project to determine if the assessments of likelihood or impact should be changed, and to re-assess the adequacy and appropriateness of planned responses.  The frequency of review will depend upon the risk status and risk priority, as describe in the following table:

	Risk Status
	Criteria/Frequency/Venue
	Purpose

	Received Pending Analysis
	Risks in this status for more than three days will be reviewed with the Sponsor during weekly sponsor briefing
	Assure Risks are being assigned promptly

	In Analysis
	Risks in this status will be reviewed weekly with the project team.

Risks in this status more than 30 days will be reviewed with the project sponsor during the weekly sponsor briefing
	Assure appropriate resources and priority are assigned to analysis

	PM Review
	All risks in this status will be discussed with the sponsor during the weekly sponsor briefing
	Build consensus with Sponsor on recommended actions

	Sponsor Review
	All risks in this status will be discussed with the sponsor during the weekly sponsor briefing
	Gain timely approval to implement recommendations 

	Active - Priority 1 Risks


	Reviewed with the Risk Owner and sponsor at an interval determined by the Project Manager and Sponsor from 1 to 30 days
	Assure that priority risks are closely monitored

	Active - Priority 2 & 3 Risks


	Reviewed with the Risk Owner and Project Manager at an interval specified by the Project Manager from 1 to 90 days
	Assure that all active risks are monitored for changes.

	Event Occurred
	Sponsor will be notified promptly that the risk event has occurred.  Status updates will be provided at least weekly until the risk event is transferred to the Change and Issue Management Process.
	Assure prompt communication of risks that have occurred and active management of risk events.

	Closed
	Reviewed as part of project closure
	Identify lessons learned to improve future risk planning


The results of each review will be recorded on the RISK REVIEW RECORD (see Appendix B) to provide an audit trail of the review and document any changes in status, risk ratings, or recommended risk actions.

2.10. Sponsor Approval

All recommended risk actions will be reviewed with the project Sponsor prior to implementation.  Any changes to previously approved risk actions will be reviewed with the Sponsor.  Any risk changed from or to Priority 1 will be reviewed and approved by the Sponsor.

3. Signatures

By our signatures below we agree to use this process to manage risk on the Alpha Project.  Any changes to this process that are determined to be necessary will result in a new version of the process being created.  When signed, the most recent version will go into effect.

____________________________________

Sponsor


Date

____________________________________

Project Manager

Date

Appendix A - RISK FORM

	Risk ID #
	 Priority (PM use): 1  2  3

	Risk Title/Short Description:

	Risk Description (Potential event & likely consequences):



	Initially submitted by:
	Initial Submission Date:

	Risk Owner:
	Risk Owner assigned date:

	Analysis Results:



	Likelihood: H M L
	Impact: H M L

	Prevention Recommended



	Mitigation Recommended



	Contingent Actions and Triggers Recommended



	Monitoring Recommendations (to facilitate early/timely detection)



	Analysis to PM on (date):
	

	PM Action Recommendation:


	

	Sponsor Approval Date:
	


This document becomes a part of the permanent risk record.  Additional information may be attached.  When complete, this document should be stored in the project Risk Register.

Appendix B - RISK REVIEW RECORD

	Risk ID #
	 

	Review resulted in change?  Y   N 
	Date of Status Review:

	Reviewer:
	Projected date of next review:

	Risk Owner:
	

	Prior Review Likelihood:  H M L
	Prior Review Impact: H M L

	This Review Likelihood:  H M L
	This Review Impact: H M L

	Review Findings/Discussion:



	Changes to Prevention Recommended



	Changes to Mitigation Recommended



	Changes to Contingent Actions and/or Triggers Recommended



	Changes to Monitoring that might facilitate early warning

	Review to PM on (date):
	

	PM Action Recommendation:


	

	PM Approval (date):
	

	Sponsor Approval Date (if changes):
	


This document becomes a part of the permanent risk record.  Additional information may be attached.  Sponsor approval is required if changes to risk response actions are proposed.

Appendix C - Risk Identification Process

















Appendix D - Ongoing Risk Monitoring & Control


Individual Risk Identified





Identifier initiates and submits RISK FORM to PM





PM Assigns Risk ID & Risk Owner.  Logs in Risk Register





Risk Register





Owner performs analysis, updates RISK FORM and returns to PM





PM Reviews analysis, makes recommendation to Sponsor





Sponsor reviews/revises and approves response





PM Implements approved response and sets next review date





Risk Captured


Response implemented


Next review date set





Sponsor reviews/revises and approves response





PM reviews analysis





Owner reviews risk – RISK REVIEW RECORD to PM








Change?





Yes





Risk Review Time Occurs





Risk Reviewed


Results documented 


Next review date set





Risk Register





PM Implements approved response 





Risk Owner or PM identifies change in Risk





Anyone else Notifies PM of Change in Risk





PM sets next review date & files RISK REVIEW RECORD





No





Group Risk Identification Session





Group performs preliminary analysis & records on RISK FORMs





PM Assigns Risk ID & Risk Owner.  Logs in Risk Register





Owner completes analysis, updates RISK FORM and returns to PM
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